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trust on first use
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Lorem 1lpsum
dolor sit amet,
consectetur
adipiscing
elit.

</p>
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<script>
window.alert(“hello world”)
</script>

— 1bct3508dea
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attack payload



common elements
= phish
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do we find the phish?
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onhe button



1007 automation
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extensions = effort




60



this works
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stopped class of
attacks




AuntieTuna

effective and usable
use it, hack it

https://ant.isi.edu/software/antiphish
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