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« SEDA under-specifies several practical \

aspects: / \
« Impact on security architecture, Conclusion

= Overall attestation timeout

h.litiatorq selection | N LISAs - Synchronous This paper brings swarm RA closer to reality
- It is unclear whether SEDA handles mobility by designing two simple and practical protocols:
« It is unclear how to compare efficacy ot LISAo and LISAs. To analyze and compare

different RA techni . . | | j
ifferent swarm echniques . Wait for all children’s reports before multiple pro.tocols, we introduced 8 new metric,
. called Quality of Swarm Attestation (QoSA)

constructing own report , , ,

QoSA which captures the type of information offered

« Ageregate many reports into a single report

by swarm RA.
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« Enables comparing multiple swarm RA

protocols

» Loosely categorized as: Binary, List,
Intermediate, Full QoSA




