
Poster: A descriptive security alert through the
outlier analysis of multi-sensor data

Abdulkabir Abdulraheem and Im Y. Jung
Kyungpook National University

Daegu 41566, South Korea
aaoabdul@gmail.com, iyjung@ee.knu.ac.kr

Abstract

It is possible to generate alerts for outliers from each sensor data, but this only tells part of the current situation [1]. In this
paper, we propose a security alert that can describe the context and meaning in more detail through a composite analysis of multi-
sensor data. Multi-sensor data collected from IoT network is provided to analyze the reason for an abnormality. That is, a people’s
movement or action, or the environmental change accompanied by people’s behavior, or just an environmental change. The reason
contributes to the classification of the current status: whether it is a security issue or a safety issue. By utilizing multiple sensor
data, it is possible to contribute to daily living safety and security with a more detailed approach.
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